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(NAPSA)—Children need vita-
min D for strong bones and mus-
cles. While some can be found in
food, the nutrient is mostly made
by your body when your skin is
exposed to sunlight. A vitamin D
deficiency can hurt a child’s mus-
culoskeletal system, according to
the U.S. Bone and Joint Initiative.
“A vitamin D deficiency in

growing children can keep their
bones from growing straight or it
can make bones too weak to sup-
port a child’s body weight, result-
ing in broken bones,” explained
Ellen Raney, M.D., of Shriners
Hospitals for Children—Portland.

Symptoms
Severe vitamin D deficiency is

becoming prevalent, however.
Signs include growth that’s
severely stunted, arms and legs
that don’t grow straight, and
bones that are weak and easily
broken.

Why It Happens
There are a number of reasons:
•Decreased outdoor activities
•Constant use of sunscreen

while outside
•Limited availability of vita-

min D–rich foods. It’s found in fish
such as salmon and in cod liver oil
and fortified foods such as milk,
breakfast cereals and some
brands of juice, yogurt or mar-
garine. You want to look for foods
with a Daily Value (DV) of 20 per-
cent or more. A good diet is impor-
tant but it may not be enough.

What To Do
To help, the American Academy

of Pediatrics recommends a daily
intake of 400 IU a day of vitamin
D during the first year of life
beginning in the first few days of
life. The Institute of Medicine
says children and adolescents
need a daily intake of at least 600
IU per day. Your doctor can deter-

mine the correct amount of vita-
min D for your children and what,
if any, changes to make to their
diet.
Fortunately, vitamin D is read-

ily available by itself in child-
friendly forms, such as gummy
vitamins or liquid and in chil-
dren’s multivitamins with 60 to
400 IU of vitamin D. Just remem-
ber, taking several multivitamins
a day to get more vitamin D is not
wise, as too much of other vita-
mins can be harmful.

Help a Child You Know
Children with musculoskeletal

problems can get help at Shriners
Hospitals for Children. They
change lives every day through
innovative pediatric specialty
care, world-class research and
outstanding medical education.
The nonprofit organization’s 22
facilities in North America pro-
vide advanced care for children
with orthopaedic conditions,
burns, spinal cord injuries, and
cleft lip and palate.
To refer a patient to Shriners

Hospitals for Children, call (800)
237-5055. You can also e-mail
patientreferrals@shrinenet.org to
get a referral started.

Learn More
Find out more at www.shriners

hospitals.org.

Growing Bones Need Vitamin D

Vitamin D is essential to the
body’s ability to build and main-
tain healthy muscles and bones.

(NAPSA)—It’s a common occur-
rence these days—one of your
friends recently had an online
account hacked but doesn’t have a
clue how it happened. We’ve all
heard tech advice from a tech-
savvy sister or the IT guy at work,
but what’s the truth? When it
comes to online security, it’s some-
times difficult to discern between
perception and reality.
Online threats are changing

and becoming more sophisticated.
In 2012, we saw constant and
continued innovation from cyber-
criminals. For example, there
were more online attacks taking
advantage of previously unknown
security gaps than any year
before; attacks continued to
spread across an increasing num-
ber of popular social networks,
and cyber and industrial espi-
onage is now a reality.
With a constantly changing

online world and security land-
scape, it seems most people are
still confused about existing
threats and their impact, as well
as what they can do to protect
themselves. Luckily, Symantec—
maker of Norton security soft-
ware—recently released its
annual Internet Security Threat
Report, which shines a bright
light on the topic and helps clarify
some common misconceptions
around cybersecurity:

Myth #1: Viruses and other
malicious software (“malware”)
only affect computers and laptops.

Reality:Mobile malware, which
affects smartphones, tablets and
other mobile devices, increased by
58 percent last year. This malware
can steal information such as
phone numbers and e-mail
addresses (32 percent of the time),
or use the phone’s GPS to track the
user (19 percent of the time).

Myth #2: I can’t get a virus or
be attacked on popular social net-
working sites.

Reality: Many well-known
social networks, including several
of the newest ones, are prime tar-

gets for scammers, with 56 per-
cent of social media attacks
involving fake gift cards and sur-
vey scams.

Myth #3: Apple products aren’t
susceptible to viruses and online
attacks.

Reality: While hackers still
primarily target PCs, more than
600,000 Mac computers were
infected by one attack last April;
just one example that no operat-
ing system is safe from online
threats.

Myth #4: Free antivirus soft-
ware on my computer provides
complete protection.

Reality: “Ransomware” (which
cybercriminals use to lock you out
of your computer unless you pay
their “ransom”), is one example of
the trend toward increasingly
vicious malware, which is known
for being harder to undo, more
aggressive and more professional
than other malware. This mal-
ware requires protection beyond
what basic, free antivirus soft-
ware can offer.

Myth #5: It’s easy to tell if a
site is fake—typos or foreign char-
acters are dead giveaways.

Reality: Many spoofed sites
today look exactly like the web-
sites of legitimate brands, down to
the smallest details. Additionally,
the number of fake sites that imi-
tated social networks more than
doubled in 2012.

Myth #6: My computer won’t
get infected since I don’t visit
risky sites.

Reality: Sixty-one percent of
malicious sites are actually legiti-
mate websites that have been
compromised and infected with
malicious code. Business, technol-
ogy and shopping websites were
among the top five types of sites
hosting infections.

Myth #7: I’ll know right away
if my computer is infected.

Reality: Cybercriminals today
rely on stealth—the longer they’re
on your machine undetected, the
more damage they can do. Your
computer could even be part of a
“botnet”—a network of remotely
controlled computers that send
spam e-mails or participate in
widespread attacks—and you
might not even know it.
Protecting yourself doesn’t

have to be complicated. By contin-
uing to educate yourself about
online threats, taking advantage
of available security resources and
following the simple tips below,
you can protect yourself against
cybercrime.
•Use complex and unique pass-

words for each site, including
upper- and lowercase letters,
numbers and symbols.
•Stick to trusted websites

when possible. When purchasing
items online, check for security
marks on the site before entering
in your payment details.
•Limit your sensitive transac-

tions when using public Wi-Fi net-
works or use a Virtual Private
Network (“VPN”). Wi-Fi networks
can allow other people to more
easily snoop on your activity.
•Never click on links or open

attachments from people you don’t
know. Also, if you receive a
strange message from a friend,
take a moment to verify it—it’s
possible his or her e-mail or social
networking account was hacked.
•Make sure you protect all

your devices with a comprehen-
sive security solution, like Norton
360 Multi-Device.
For more information, go to

www.symantec.com/threatreport.

Seven Cybersecurity Myths Busted

You can protect yourself from
cybercriminals.

(NAPSA)—Fiberon composite
decking and railing is made in
America with sustainable prac-
tices. As beautiful as real wood,
composite products are durable,
low maintenance and come in
multiple colors and grain patterns
so your deck can be completely
customized. Learn more at
www.fiberondecking.com or call
(800) 573-8841.

* * *
Don’t overload the washer or

dryer. That’s the word from the
experts from the Whirlpool Insti-
tute of Home Science, who say
clothes will come out cleaner and
less wrinkled when given room to
move. For more tips, visit the
Institute of Home Science on
Facebook.

The stegosaurus was a large, plant-eating dinosaur that lived about 150
million years ago in what is now the western United States. It had two
rows of bony plates shaped like huge arrowheads sticking out of its back.

The side of a hammer is called the cheek. Those who don’t floss don’t clean 35 percent of the surface of their teeth.

One way to tell the difference between alligators and crocodiles is by
their teeth. On crocodiles, the fourth tooth on each side of the lower
jaw projects outside the snout when the mouth is closed.




