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(NAPSA)—Along with the change
of seasons from fall to winter comes
the likelihood of poor road conditions
and reduced visibility. Automotive
breakdowns, never convenient, can
be even more dangerous in cold
weather. Preventive vehicle mainte-
nance can help lessen the odds of
mechanical failure.

“Fall is a crucial time to have
your vehicle inspected, starting
with the ‘Four Bs’—blades, batter-
ies, brakes, and belts and hoses,”
said Chris Vermette, ACDelco
product specialist, Wiper Blades
and Belts and Hoses. “Cold
weather only makes existing prob-
lems worse. You never want to
have a breakdown, but winter can
be the worst possible time.”

Vermette recommends vehicle
owners check their Owner’s Man-
ual and the recommended vehicle
maintenance schedules before tak-
ing their cars and trucks to a pro-
fessional technician for a complete
inspection, including the critical
“Four Bs”:

•Blades. Wiper blades that
were installed new last spring may
be ready for replacement this fall.
Examine wiper blades for cracks,
tears and windshield contact. In
addition, wipers tend to build up a
thin layer of grime during the sum-
mer that keeps the rubber blade
from contacting the glass, which
could result in smeared wind-
shields and poor visibility. Ver-
mette recommends that vehicle

owners who live in cold climates
consider switching to a winter
wiper blade or the ACDelco Beam
Wiper Blade, but should check
their vehicle’s Owner’s Manual for
specific recommendations. 

•Batteries. Check battery
cables and posts for corrosion and
clean them as needed. Extreme
temperatures, battery age and
cranking power are determinants
as to whether a vehicle will start.
Have an ASE-certified technician
use professional equipment to
determine if the battery is weak,
while also checking the condition
of the starter and alternator.

•Brakes. A thorough inspection
at a service center should include a
“wheels-on” inspection—to help
identify wheel alignment problems,

sticking calipers or warped
rotors—as well as a “wheels-off”
inspection of the various brake
parts. Also check the brake fluid;
low levels can cause a dangerous
loss of braking performance. Make
sure the reservoir is filled to the
MAX line with new brake fluid
from a sealed container.

•Belts and Hoses. Don’t wait
until a belt or hose breaks and
leaves you stranded alongside the
road to replace it. Inspect engine
belts for cracking and pliability. If
they are rigid, they should be
replaced. Hoses deteriorate from
the inside out; test them for
spongy, brittle or bulging areas.

In addition to inspecting the
“Four Bs,” a fall maintenance
checkup may include: changing
the oil; checking the radiator fluid
levels; inspecting or replacing the
oil filter and the air and cabin fil-
ters; inspecting the heating and
exhaust systems; balancing and
aligning the wheels; topping off all
fluids; examining lights to make
sure they work and that head-
lights are properly aimed; and
rotating the tires, making sure to
check the tire pressure and
inspect the treads for wear.

ACDelco sells quality replace-
ment parts for Ford, Chrysler,
Toyota, Nissan, Honda, GM and
most vehicles on the road today.
To find an ACDelco parts retailer
near you, log on to acdelco.com or
call (800) ACDelco.

ACDelco Fall Car Care Tips—Start with the “Four Bs”

Automotive breakdowns, never
convenient, can be even more
dangerous in cold weather.
Preventive vehicle maintenance
can help lessen the odds of a
mechanical failure.

(NAPSA)—Perhaps it was only
a matter of time before hackers
began shifting their focus away
from noisy attacks on businesses
and towards quiet, stealthy ad-
vances on unsuspecting home
users. After all, end-user systems
are often more vulnerable than
their owners know, and by simply
exploiting an unpatched weakness
in such a system a hacker can often
gain access to sensitive—and
highly lucrative—information,
including credit card data, Social
Security numbers and more.

So says the latest Internet
Security Threat Report released
by Symantec Corp. The report
takes a comprehensive look at
Internet threat activity that has
occurred throughout the world
over a six-month period, identifies
the current and emerging threat
trends and provides recommenda-
tions for protection.

And so far, 2006 looks like the
Year of the User. In fact, home
users were by far the most tar-
geted sector during the first half
of 2006, accounting for 86 percent
of all targeted attacks. The finan-
cial services sector was a distant
second, with 14 percent of attacks.
Clearly, hackers are still in it for
the money; it’s just that now they
reach their objective through a
slightly different route.

Attackers see end users as the
weakest link in the security chain
and, in turn, are launching lower
profile, more targeted attacks and
using evasive techniques to avoid
detection and increase their likeli-
hood of being successful. Among
attackers’ favorite client-side tar-
gets are Web browsers and Web
applications, and Symantec expects
to see new threats emerge that
take advantage of the next genera-
tion of one of the world’s most com-
monly used operating systems.

An attacker who launches a
successful attack on a Web
browser typically becomes able to
compromise the end user’s sys-
tem and gain the privileges of
whomever is currently logged on.

And if that just happens to be the
administrator, then the attacker
is authorized to do just about
anything on that compromised
system.

Vulnerabilities in Web applica-
tions, such as shopping cart
implementations at e-commerce
sites as well as Web-based e-mail
and Web logs, can turn a seem-
ingly harmless transaction by a
user with a browser into an oppor-
tunity to unknowingly introduce
malicious code into a vulnerable
Web server. From there, a hacker
might gain access to confidential
information.

Why the shift? Unfortunately,
home users are less likely to have
well-established security measures
and practices in place. However,
there have never been more—and
more effective—tools available to
keep home users’ online experi-
ences safer. While anti-virus soft-
ware is a good start, consumers can
also benefit from firewalls that con-
trol inbound and outbound Internet
traffic, as well as intrusion detec-
tion software that identifies any
malicious code that might be trying
to sneak onto their system. New
transaction security technologies
identify known phishing Web sites
in order to help prevent consumers
from becoming victims of online
identity theft. In some cases, these
tools are available in a single inte-
grated suite, which makes security
as easy as pointing and clicking.

What’s more, security pro-
viders, financial institutions and
other organizations are beginning
to work together to provide con-
sumers a more trustworthy envi-
ronment for working and playing
over the Web.

Good timing. Because with
attackers now eyeing home users
as their potential ticket to fraud
and fortune, having a more se-
cure, connected world is the only
way to continue to enjoy the bene-
fits of an online world.

To learn more about how to
protect your computer from hack-
ers, visit www.symantec.com.

You Are the Weakest Link, Say Hackers

(NAPSA)—The face of
HIV/AIDS is changing in this
country. A recent research report
on the subject by the National
Institute on Drug Abuse (NIDA)
makes this point. It notes that
while injecting drugs is a practice
often associated with HIV, less
understood is the role that drug
abuse plays more generally in
spreading the disease. This is
because the “high” that people get
from drugs may alter their judg-
ment and lead them to take risks
they normally would not take—
including having unprotected sex.
Certain drugs also increase sexual
desire and so when used in social
situations can heighten this risk.
Teenagers and young adults may
be particularly vulnerable. That is
why NIDA has launched a multi-
media campaign to help young
people “learn the link” between
drug abuse and HIV infection.  

NIDA’s large body of drug abuse
research shows that all drugs of
abuse, including marijuana,
cocaine, methamphetamine and
“ecstasy,” affect areas of the brain
that control decision-making. And
although many young people are
not concerned about becoming
infected with HIV, engaging in
risky behavior puts them in real
danger. “In recent years, the num-
ber of young people in the U.S.
diagnosed with AIDS rose substan-
tially,” said Dr. Nora Volkow,
NIDA’s Director. “And because drug
use encourages risky behaviors
that can promote HIV transmis-
sion, NIDA views drug abuse treat-
ment as essential HIV prevention.”

Young women are increasingly
vulnerable. According to the Cen-

ters for Disease Control and Pre-
vention, by December 2004, more
than 5,000 teenagers were re-
ported as having AIDS. And while
in earlier years most reported
adolescent AIDS cases were in
males, the number of female AIDS
cases has increased to be nearly
equal with males. Further, among
the roughly 11,400 women diag-
nosed in 2004, including adoles-
cents, roughly seven out of 10 got
the disease from having sex with
infected male partners.  

Minority populations are also
at risk for the negative conse-
quences of drug abuse and HIV.
For example, in 2004, black and
Hispanic women made up only 25
percent of all U.S. women, yet
accounted for around 80 percent of
AIDS cases diagnosed in women

that year. And African Americans,
who make up just 13 percent of
the population, accounted for
approximately half of the total
AIDS cases diagnosed in 2004.

That is why NIDA, together
with its partners, is working to
get out this important message
to teens, women, and young
adults about the link between
drug abuse and HIV. Research,
outreach and public awareness
initiatives—all efforts to reduce
drug abuse can help stop the
unhealthy practices that can
lead to HIV and other sexually
transmitted diseases, and con-
tinue to turn the tide on this
deadly epidemic.  

For more information on the
link between drug abuse and
HIV/AIDS, visit www.hiv.drug
abuse.gov, a Web site created by
NIDA, a component of the Na-
tional Institutes of Health and the
U.S. Department of Health and
Human Services. Or call the
National Clearinghouse for Alco-
hol and Drug Information at (800)
729-6686.

Learn The Link: Drugs Can Give You More Than A High

A new campaign explains the
link between drug use and HIV
infection.

The Difference Between HIV And AIDS
HIV, or Human Immunodeficiency Virus, attacks
the body’s disease-fighting (immune) system. If 
the virus overwhelms the body’s immune system, 
a person loses his or her resistance to disease 
and can acquire serious infections and tumors. 
Once this happens, the disease that began as 
HIV becomes Acquired Immune Deficiency 
Syndrome (AIDS). Seeking medical treatment 
as soon as possible after becoming infected 
with HIV is critical. Anyone who thinks he or she 
may be at risk for HIV, through drug use or 
sexual behavior, should be tested for the virus.

(NAPSA)—Jarlsberg Lite has
50 percent of the fat of regular
Swiss, yet it has a wonderfully
mellow, nutty flavor along with a
deceptively creamy consistency. It
also melts beautifully, blending
and harmonizing other ingredi-
ents.

**  **  **
Perfectly blended Season Sen-

sations™ spice packs cut down on
time spent searching for season-
ings—just sprinkle the seasoning
pack into your favorite dish for
that extra dash of flavor. You can
give chicken night an Italian flair
by adding some tomato sauce and
fresh herbs and melting some
Borden® Shred Medleys™ Tuscan
Herb Cheese over the top. Or,
feeling a little Southwestern?
Spice up a grilled chicken salad
by adding some black beans, corn,
onions, colorful bell peppers,
salad dressing and topping it off
with some Southwestern Style

Cheese. Shred Medleys are avail-
able in four robust flavor combi-
nations: Pesto Parmesan, South-
western Style, Garden Blend and
Tuscan Herb.

**  **  **
Many home bakers use corn

syrup when making pecan pie,
but corn syrup also adds flavor to
dozens of tempting, scrumptious
pie recipes, such as fruit, custard,
chiffon and nut pies. Recipes can




