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(NAPSA)—The popularity of
online banking is growing, with
millions of people enjoying the
simplicity of seeing up-to-the-
minute balances,  reviewing
cleared checks and paying bills,
whenever it’s convenient. 

In June 2004, comScore Net-
works reported that more than 22
million users logged into accounts
at the nation’s top 10 banks in the
first quarter of 2004, representing
growth of 29 percent when com-
pared to the first quarter of 2003.
During this same period, use of
online bank bill-payment services
grew by 37 percent.

To get started with online
banking, Bank of America recom-
mends that consumers should go
to bank Web sites and test online
banking demonstrations. Here are
some things to look for:
1. Make sure it’s easy to sign
up and use online banking:
• Check if you can log on from the
home page, or if you have to
search through a lot of other
pages.
• Find out if you can sign up
without gathering a lot of paper-
work first. 
• See if you can check your bal-
ances and start paying bills
within minutes. 
• Make sure it’s easy to find what
you’re looking for.
• Ask whether customer service is
available by phone, e-mail or at a
local branch.
2. Be sure you get plenty of on-
line features:
• Basics: You should be able to see
your account statements online,
either for your checking account
or your credit card. You should
also be able to review check
images and deposit slips.
• Immediate information: Check

if you can see up-to-the-minute
balances. You should be able to
make a withdrawal from an ATM,
for example, and see the transac-
tion online immediately. Not all
banks have this feature that can
help you manage your account.
• Service: Make sure you can
change your address, order new
checks and transfer money online.
• Bill payment: Many banks let
you pay a business or individual
online, but you should also be able
to get a confirmation number
automatically. Also check if you
can schedule payments for certain
times and pay bills with your
credit card.
• Receive bills: You should be able
to get paper or electronic versions
of bills. At Bank of America, you
can receive electronic bills from
approximately 300 companies.
• Other services: See if you can
learn about and apply for credit
cards, new accounts, loans or
mortgages online.
3. Check on customer service:
• Be sure you can get customer
service in the way you prefer,
whether by phone, online, e-mail
or in person at a local branch.

• Ask whether there’s a customer
service center devoted to online
banking.
• See whether there are calcula-
tors and other information to help
you make decisions about prod-
ucts and services. 
4. Ensure security: 
• Make sure the bank provides
secure socket layer—or SSL—
security, as well as encryption. 
• Check if the bank provides a
financial guarantee against fraud.
Bank of America, for example, pro-
vides a zero liability guarantee. 
• Learn what you can do to protect
yourself: Don’t share passwords
and personal information; remem-
ber to log off after an online bank-
ing session; and check your
account often so you’ll see unau-
thorized activity right away.
• Be wary of e-mails that have
urgent appeals, typos or other
errors—they could be a phony
attempt to steal your personal
information.
5. Don’t pay for what can be
free:
• Check how much online bank-
ing will cost. Some banks, includ-
ing Bank of America, offer the ser-
vice for free, without conditions
such as account balances or intro-
ductory offers.
• Figure out how much you’ll save
with online banking. If you write
12 checks a month, you’d save $53
a year in stamps. If you tend to for-
get about paying bills and have
late fees, automatic online bill pay-
ment could save you even more.

Bank of America has the most
online customers in the industry,
with nearly 11.4 million active
online subscribers and 4.6 million
online bill payers.

For more information, visit
www.bankofamerica.com.

Study Shows Interest In Online Banking Is Growing

IT PAYS TO SHOP AROUND—a number
of banks offer online services for
free.

(NAPSA)—There’s encouraging
news for the over 215,000 Ameri-
can women who will be diagnosed
with breast cancer this year: a
drug currently used to treat
women with advanced breast can-
cer has been shown to reduce the
risk of relapse for women with
early-stage breast cancer.

The U.S. Food and Drug Admin-
istration has approved Taxotere®

(docetaxel) Injection Concentrate
in combination with two other
agents, doxorubicin and cyclophos-
phamide, for the post-surgery
treatment of women with node-
positive, early-stage breast cancer.
A node-positive diagnosis indicates
that the cancer cells have reached
the axillary (underarm) lymph
nodes, and may have spread to
other organs of the body as well. 

Taxotere®, initially approved by
the FDA for women with metasta-
tic (advanced) breast cancer after
failure of prior chemotherapy, now
can be used to treat women with
early-stage breast cancer. The
FDA based its approval on data
from a clinical study, which
demonstrated that a Taxotere®-
based treatment regimen had a
25.7 percent reduction in their
risk of relapse (or the chance of
the cancer returning).

Most patients with early-stage
breast cancer initially undergo
surgery like a lumpectomy and

mastectomy to remove their tumor,
according to the American Cancer
Society (ACS). Patients are often
given additional treatment, like
chemotherapy, after surgery to
reduce the probability of the cancer
returning. The FDA approval indi-
cates that by substituting Taxotere®

in a standard chemotherapy-based
regimen, patients may reduce the
chance of their cancer returning. 

“Our initial experience with
Taxotere® has been with patients
in the advanced setting, but
results of the study demonstrated
its effectiveness at earlier stages
of the disease,” said John Mackey,
MD, Chairman, Northern Alberta
Breast Cancer Program, Cross
Cancer Institute and lead investi-
gator in the trial. “With the FDA’s
approval, we now have a treat-
ment option that may be able to
help more women with early-stage
breast cancer reduce the chance of
the cancer returning.”

According to the ACS, breast
cancer is the most common cancer
among women other than skin
cancer. It is the second-leading
cause of cancer death in women
after lung cancer and is the lead-
ing cause of cancer death among
women ages 20 to 59. It is esti-
mated that one out of seven
women will develop breast cancer
in her lifetime.

The earlier breast cancer can be

found, the better the chances that
treatment will work. The ACS rec-
ommends the following for finding
breast cancer early in women
without symptoms: Women age 40
and older should have an annual
mammogram and annual clinical
breast examination; women in
their 20s and 30s should have a
clinical breast exam every three
years; and breast self-examination
is recommended for women begin-
ning in their 20s.

Among patients receiving Tax-
otere® the most common severe
adverse events were low blood cell
count, fatigue, diarrhea, and
mouth and throat irritation. 

The most common non-severe
side effects include hair loss,
numbness, a tingling and/or burn-
ing sensation, dyspnea, rash, nail
changes, nausea, vomiting, and
muscle pain. 

Less common severe or poten-
tially life threatening side effects
include fluid retention, infections,
and allergic reactions. 

Patients 65 years of age or
older may experience some side
effects more frequently. For more
information about Taxotere®, visit
www.taxotere.com or see full pre-
scribing information including
boxed WARNING. For more infor-
mation about ongoing clinical tri-
als, call 1-800-RxTrial or visit
www.aventisoncology.com.

FDA Approves Taxotere® for Women With
Early-Stage Breast Cancer
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(NAPSA)—The best defense
against payment card fraud is to
prevent thieves from getting your
card and account number in the
first place. The following advice
will help fortify your defenses
when obtaining and using pay-
ment cards:

• If a new or reissued card does
not arrive when expected, call
your card issuer. 

• When credit and debit cards
arrive, immediately sign the back
in permanent ink.

• Never leave credit cards,
purses or wallets unattended, and
avoid carrying Social Security
cards, birth certificates and pass-
ports unless absolutely necessary. 

• ATM and credit card receipts
should also be treated as cash—
never discard them in a public
trash container. 

• Do not write payment card
account numbers on a check, or
use cards for identification when
paying by other means.

• Keep receipts and a list of all
credit and bank accounts in a
secure place. Include account
numbers, expiration dates, and
telephone numbers of customer
service and fraud departments. 

• Note when financial state-
ments arrive each month and con-
tact your bank immediately if
they stop arriving. 

• Check your statements fre-
quently and carefully. If you find
an unauthorized or questionable
transaction, promptly call the
appropriate organization. 

• Obtain a copy of your credit
report once a year from one of the
three national credit bureaus. If
the report is incorrect, immedi-
ately write the credit bureau and
keep a copy of your letter.

• When making a purchase,
keep your card in view at all
times. Retrieve the card as soon
as the transaction is complete and
confirm that it is yours. 

• Memorize passwords and
PINs and avoid writing them
down. Do not keep passwords in
your wallet or with your card. 

• Beware of shoulder surfers at
ATMs and when using a pay
phone, and cover the keypad when
entering your PIN.

• Avoid speaking your account
number aloud in a store or over
the phone where others may hear. 

• Never sign a blank receipt
slip, and draw a line through any
blank amount lines that appear
above the total amount line. 

• Do not provide your account
number over the phone unless you
are certain the call is legitimate
and there is a sound reason for
disclosing your account number.
Never provide your account num-
ber by phone if you didn’t initiate
the call.

• Web sites without precisely
worded privacy policies should be
of concern. Try to confirm that the
Internet merchant is reputable by
checking with the Better Business
Bureau or state and local con-
sumer agencies to learn of any
past complaints. 

• Look for information explain-
ing how the Web site protects
financial information when it is
transmitted and stored. Make
sure the merchant that you are
dealing with has proper security
measures in place to protect the
data you provide.  

• Do not provide information
that you are uncomfortable giving. 

Credit and debit cards remain
one of the safest ways to pay for
goods and services in person, by
phone and online. MasterCard
standards protect most cardholders
from responsibility for fraudulent
purchases made on their accounts,
however, caution and common
sense are still the best defenses
against payment card fraud.

Next month, look for the final
part of our series on payment card
fraud—“What To Do When Fraud-
sters Strike.”

Preventing Costly Hassles

(NAPSA)—When Xuan Phuong
was born, astrologers told her
mandarin Vietnamese family that
she would face many dangers in
life, but her well-to-do parents
were skeptical. The prophecy
proved true when at age 16, she
ran away to join the Vietnamese
Resistance against the French.
She spent years fighting for her
country and has since worked as a
physician, a filmmaker and an art
dealer. This Vietnamese celebrity
relates her complex story to jour-
nalist Danièle Mazingarbe in “Ao
Dai: My War, My Country, My
Vietnam” (Emquad International,
$24.95). For more information,
visit www.emquad.com.

According to publicity gurus
Rick Frishman and Jill Lublin,
networking extends to virtually
every aspect of life—even dat-
ing—and can have a positive
effect. Networking is the process
of developing a team to support

efforts that reach your respective
goals and those of network team
members. In their new book,
“Networking Magic: Find the
Best—from Doctors, Lawyers and
Accountants to Homes, Schools
and Jobs” (Adams Media,
$12.95), Frishman and Lublin
show how to effectively use net-
working to reach professional
and personal goals. For a free 55-
page resource list to help jump
start your networking career, go
to www.rickfrishman.com.




