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(NAPSA)—While many people
are familiar with type 2 diabetes,
fewer are aware of prediabetes, a
serious health condition that
affects 86 million Americans—
more than one in three—and can
often lead to type 2 diabetes.

The Problem
Nearly 90 percent of those with

prediabetes don’t know they have
it. People with prediabetes have
higher than normal blood glucose
(sugar), but not at levels high
enough to be considered type 2
diabetes. When you have predia-
betes, you’re at increased risk for
other serious health problems
such as type 2 diabetes, stroke and
heart disease. If left untreated,
current research estimates that 15
to 30 percent of people with predi-
abetes will develop type 2 diabetes
within five years.

The Good News
Fortunately, prediabetes can

often be reversed through weight
loss, diet changes and increased
physical activity. The key is to find
out early whether you’re at risk.
That’s why the American Diabetes
Association, the American Medical
Association and the Centers for
Disease Control and Prevention
have partnered with the Ad Coun-
cil to launch a public service cam-
paign to raise awareness of predia-
betes and help those who have the
condition take steps to reverse it.

Learn The Risk Factors
There are a number of risk fac-

tors that increase the likelihood of
prediabetes. These include race
and ethnicity (African Americans,
Hispanic/Latino Americans, Amer-
ican Indians, Pacific Islanders and
some Asian Americans are at
higher risk); being overweight; not
being physically active; having a
parent, brother or sister with type
2 diabetes; having high blood
pressure; and being over the age
of 40.

Know Where You Stand
Find out if you may have predia-

betes by taking the short online test
at www.DoIHavePrediabetes.org.

You can also text RISKTEST to
97779 to take the test through your
phone or mobile device.

Take Steps To Reverse
The Condition

You can take steps to reduce
your risk by managing your
weight, getting active, eating
healthier and quitting smoking.

Here are hints that can help:
1. Losing just 5 to 7 percent of

your body weight can slow or even
reverse prediabetes. For a person
who weighs 200 pounds, that’s
only 10 to 15 pounds.

2. Set realistic goals. Start with
one change in your diet and build
from there.

3. Get at least 2½ hours of light
aerobic activity per week. This could
be as simple as going for a brisk 30-
minute walk five days a week. Even
10 minutes at a time adds up.

4. Find simple ways to be more
active throughout the day. Take the
stairs instead of the elevator. Park
farther away from the entrance of a
storefront when you shop.

5. Try to cut down on foods with
saturated fat or trans fat, and
hydrogenated fat or partially hydro-
genated fat. Check labels to help
you make healthy choices. Just
remember, low-fat doesn’t have to
be low on flavor. Roast, broil, grill,
steam or bake instead of fry.

6. If you smoke, talk with your
doctor about treatments or pro-
grams that can help you quit.

Free Help, Facts And Stats
Visit www.DoIHavePrediabetes.org

for more tips and information about
CDC-recognized diabetes prevention
programs.

Know Your Risk For Prediabetes

You may be at risk for diabetes
and not even know it. A simple
online test can help you tell.

(NAPSA)—You may have heard
about mobile payments—using
your smartphone, tablet or other
mobile devices to pay for pur-
chases. Mobile payments can be
convenient, but are they safe?
After all, smartphones and other
mobile devices that can access the
Internet are basically personal
computers that you carry around
with you. You can store your con-
tacts, passwords and other per-
sonal information on these devices.
In the case of mobile payments,
you may be storing financial
account information on them—
information that someone else
could use to make purchases or use
for other fraudulent purposes.

Even with a mobile phone that
doesn’t have Internet access, if it
has texting capability it could be
used without your permission to
charge purchases to your wireless
account. So it’s wise to guard your
mobile device as you would your
checkbook or wallet. Consumer
Federation of America says that
there are many things that you
can do, and that industry is
doing, to keep your personal
information secure when you
make mobile payments.

Security Features Built Into
the Payment Process

There are many kinds of secu-
rity features that may be built
into the mobile payment process.
Look for the answers to some
basic questions when you consider
using mobile payment applica-
tions or wallets.

•What authentication creden-
tials (i.e., password, PIN num-
ber, biometric, etc.) does the pay-
ment service require to make
payments?

•Are your financial account
numbers and other sensitive infor-
mation stored on your device or
remotely, and how are they
secured? Are the payment account
numbers tokenized?

•What account information is
transmitted to make the payment?

•Is encryption used to protect
your personal information in
transmission and storage?

Most mobile payment services

require a password or PIN num-
ber to open the application. Don’t
share this information with any-
one who doesn’t have your per-
mission to make payments using
your accounts. Some mobile
applications have added the
option of using a biometric such
as a fingerprint or facial scan to
increase the level of protection
against an unauthorized person
making transactions. Others may
email or text message confirma-
tion of payments to double-check
and ensure that they were legiti-
mately made.

Your payment account infor-
mation might be stored in a
secure chip on your mobile device
or on the server of the payment
service itself. In some cases,
what’s stored on your device is
not your actual account number
but a substitute for it, either
another account number or a
“token” that represents your
account. This adds another level
of security, not only against
intruders trying to get your
account numbers but from data
breaches at points along the pay-
ment chain, such as payment
processors and retailers, because
they only get the substitute num-
bers. As mobile payments evolve,
so will these security features.

When account information is
transmitted to make the payment,
it is usually encrypted—turned
into a code that can only be read
by parties along the payment
chain that need it and who have
the “key” to unlock the code.
Retailers and others are also using
encryption and security tokens to

make account numbers, passwords
and other sensitive information
that they store unusable if some-
one illegally accesses it.

There may be additional secu-
rity features provided by the mobile
device operating system, the mobile
payment service, the payment
provider (such as your payment
card issuer) or the merchant.
Tips for Keeping Your Mobile

Payment Secure
•Have your mobile device auto-

matically lock when not used
within a designated period of time.

•Keep your passwords and PIN
numbers to yourself.

•Only download payment apps
and other software from sources
that you trust, such as your
financial institution, a retailer
that you do business with, or a
trusted app store.

•Protect mobile devices that
can access the Internet from hack-
ers and malware by using security
software and keeping it updated.

•Be extremely careful when
you use free public Wi-Fi.

•NEVER jailbreak or disable
the security features of your phone.

•Beware of messages from
criminals pretending to be from
your financial institution or
someone else you trust asking for
your account number or other
personal information.

•If you receive an email unex-
pectedly asking you to click on a
link or open an attachment,
beware. If it’s from an unknown
source, delete it; if it looks like it’s
from someone you know, check
with the person directly before
you do anything.

•Never give access to your
device to anyone who contacts you
unexpectedly and only deal with
tech support companies that you
know or whose reputations you
have checked out.

For more about how to protect
your privacy and security when
you make mobile payments, go to
www.consumerfed.org/mobilepay
ments. These new educational
materials were produced with a
grant from the Digital Trust
Foundation.

Facts And Tips On Keeping Mobile Payments Safe

Most lipstick contains fish scales!

On average, people fear spiders
more than they do death.

Apples and blueberries are 90 percent pollinated by honeybees.

Insects outnumber humans 100,000,000 to one.

(NAPSA)—A University of
Phoenix survey found the majority
of hiring managers have employed
military veterans and recognize
them as possessing superior expe-
rience to those who have never
served. Compared to civilian coun-
terparts, hiring managers noted
veterans’ discipline and ability to
work both under pressure and
with a team set them apart. To
learn more, visit www.uschamber
foundation.org/hiring-our-heroes.

Eyeing the idea of seeing better
longer, thousands of Americans are
looking for ways to pay for LASIK
surgery, reports the American
Refractive Surgery Council. To learn
about these ideas, visit https://
americanrefractivesurgerycouncil.
org/category/investing-in-vision-
correction.

By going to HomeAway.com,
your family or group can stay in
such unique properties as a hobbit
house with its own private path to
a winery, to a treehouse overlook-
ing the Caribbean and more.
Learn more and view available
rentals at www.homeaway.com.

New cable technology from
Asterope provides a significantly
better listening experience at
home, in your car and beyond
because it delivers more sound
with less “noise.” Learn more at

www.asterope.com and www.face
book.com/asteropeaudio.

If you suffer from restless legs
syndrome (RLS), you should know
it can be treated. A social media
campaign was launched by Xeno-
Port, Inc. to encourage sufferers to
talk to their doctors. Join the con-
versation with #StopMakingEx-
cuses and at www.norestforRLS.
com and www.XenoPort.com.

Eighty-six million Americans
are estimated to have prediabetes
and nearly 90 percent of them
don’t know they have it. They
aren’t aware of the long-term
risks to their health.

Adolescents at high risk for obe-
sity significantly reduced their Body
Mass Index (BMI) by substituting
peanuts and peanut butter for
unhealthy snacks. For recipes and
further facts about the nutritional
benefits of peanuts and healthy
snacking, visit www.peanutpower.
org or www.peanut-institute.org.




