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(NAPSA)—An irregular heart-
beat, called atrial fibrillation or
AFib, increases your risk of stroke
by five times—but there are steps
you can take. AFib affects more
than 2.7 million Americans, many
over age 60. To help, during Sep-
tember, National AFib Awareness
Month, the American Heart Asso-
ciation is teaching those at high-
est risk how to spot and manage
AFib to avoid stroke.
“AFib can have symptoms such

as an irregular-feeling heartbeat,
shortness of breath and light-
headedness, or it can have no
symptoms at all,” says Patrick T.
Ellinor, M.D., Ph.D., director of
the Cardiac Arrhythmia Service at
Massachusetts General Hospital.
Stroke risks are increased

because when the heart is in AFib,
it is not moving blood effectively.
Blood pools and clots can form.
When the clot is pumped out of
the heart, it can travel to the
brain and cause a stroke.
That’s what happened to Carl

Romero of New Jersey. Four years
ago, while working out with his
son, Romero, now 48, experienced
an erratic heartbeat and pounding
in his chest. That led him to his
doctors, who diagnosed him with
AFib. Seven months later, he went
on to have a stroke. The experi-
ence opened his eyes about the
need for major lifestyle changes.
“This forced me to really be

conscious of my AFib and take

note of what I was putting in my
body and how it was affecting
me,” Romero said. “Be empowered
to do the things you can do.
Changing diet isn’t a doctor’s deci-
sion—it’s the patient’s.”
Hypertension, heart disease,

diabetes and heart failure are
major risk factors for AFib. If you
suspect you have AFib, meet with
your doctor. AFib can be managed,
helping you avoid stroke and live
a longer, healthier life. Because
AFib can be tricky to find, it may
also be an underlying condition in
cryptogenic stroke patients.
To access resources, visit

www.heart.org/afibawareness. For
those living with atrial fibrilla-
tion, the American Heart Associa-
tion and StopAFib.org have devel-
oped resources, including a
symptom tracker, tips for dealing
with AFib in all areas of your life,
and a community of survivors at
www.MyAFibExperience.org.

AFib Awareness Month AimsTo Educate
On Key Stroke Risk

If you ever have an irregular
heartbeat, see your doctor. Help
is available.

Editor’s Note: The American Heart Association’s AFib awareness campaign is made possible with funding
from the Bristol-Myers Squibb/Pfizer Alliance. Janssen is a proud sponsor of the American Heart Associa-
tion and StopAfib.org’s My AFib Experience. The American Heart Association/American Stroke Association
receives funding mostly from individuals. Foundations and corporations donate as well, and fund specific
programs and events. Strict policies are enforced to prevent these relationships from influencing the associa-
tion’s science content. Financial information for the American Heart Association, including a list of contribu-
tions from pharmaceutical companies and device manufacturers, is available at www.heart.org/corporate
funding.
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Stop Roof Streaks
(NAPSA)—If you ever see black

or other colored streaks on your
roof, your problem is more than
looks—but it can be resolved.

What It Is
Those streaks come from vege-

tation eating the mineral content
of your shingles. The vegetation is
literally eating your roof for lunch.
Not taken care of, it will shorten
the life of your roof dramatically.

What To Do
Fortunately, there are inexpen-

sive, easy-to-apply cleaners that
can remove this unwanted vegeta-
tion. They come in concentrate
and are diluted to the desired
strength. The diluted solution is
placed in a garden-type sprayer
and applied to the roof, and in a
half hour or less you rinse it off
and the stains are gone. These
cleaners contain no chlorine
bleach. There’s no threat to your
perimeter plantings. Two of the
more popular such cleaners are
Shingle Shield and Stainhandler.

Learn More
You can get all the details on these

cleaners at www.stainhandler.com,
(800) 942-3004 and www.shingle
shield.com, (888) 724-6426.

You can have a longer-lasting,
better-looking roof.

(NAPSA)—Hundreds of data
breaches occur every year in the
U.S. If your company, organization
or agency has a data breach, you
need to know what to do to help
people whose personal information
may have been exposed.
Should you hire an identity

theft service provider? If so, how
should you choose one? Identity
theft services may not be necessary
for every breach but if you’re going
to offer this kind of service, make
sure it provides the information
and assistance that best fits the
needs of those affected.
Consumer Federation of Amer-

ica has created a checklist, “My
company’s had a data breach, now
what? 7 questions to ask when con-
sidering identity theft services,” to
help you make these decisions.
This isn’t meant to be legal advice,
however—always consult with an
attorney about how to respond to a
breach.
Identity theft services typically

alert people about possible fraudu-
lent use of their personal informa-
tion, mitigate the damage, and/or
help victims recover from identity
theft. The features of the services
vary and can often be customized
to fit particular breach situations.
One question to ask is whether the
service provides information about
how to reduce the potential dam-
age that may result from the
breach—for example, by changing
account numbers and passwords,
monitoring one’s accounts online,
and using fraud alerts, security
freezes and other tools.
Other questions to consider

include: Are services available

24/7? Is there a toll-free number
with live operators? What will the
response times be? Can the ser-
vice handle multiple languages? If
monitoring is provided, how
quickly are alerts sent? Are there
specially trained personnel to help
victims of fraud resulting from the
breach, and will that assistance
continue for problems that aren’t
resolved when the contract ends?
The checklist explains the dif-

ferent kinds of monitoring and
fraud resolution that may be
offered. Whether identity theft
serices are needed and what fea-
tures to look for depends on the
types of personal information
involved and other factors. A good
rule of thumb is: if you are legally
required to notify the victims of a
data breach, consider providing
these services. It’s wise to retain
an identity theft service provider
in advance so you won’t be scram-
bling to select one in the midst of a
breach situation.
How can you find a reputable

identity theft service provider? For
the answer to that and other ques-
tions about data breach services,
go to www.IDTheftInfo.org.

Fraud-Fighting Facts

Knowing the right questions to
ask can help you choose the best
services for breach victims.
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