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(NAPSA)—The words “evolving
viruses” conjure up images of ill-
nesses silently mutating until they
can evade the defenses of their vic-
tim or the latest medication. But
another form of mutating threat is
claiming thousands of unsuspect-
ing victims each year: cybercrime.

As the security features on
computers have become more
robust, high-tech criminals have
developed a revolving door of
increasingly sophisticated scams,
particularly because cybercrime
has evolved from a hobby for
hackers to a lucrative profession.
The direct financial losses from
these crimes exceed $1 billion a
year, according to research com-
missioned by the U.S. Department
of Homeland Security. 

A form of social engineering,
online scams that con people into
sharing personal information or
downloading programs that steal
their information or harm their
computer are expected to be the
most common Internet threat this
year, according to security experts
at Microsoft Corp. Experts say
there are no quick fixes against
these mutating online threats, but
people can avoid becoming a victim
by educating themselves on the lat-
est threats and updating their PCs
with the latest protections.

Social engineering is what
tricked Judy Melloon. After
receiving several e-mail messages
that appeared to be legitimate,
she opened one and typed in the
requested bank account informa-
tion. Her account, which con-
tained several hundred dollars,
was soon empty.

“You have to think before you

click,” said Melloon, who no longer
opens e-mail from unknown
senders. 

Education will be particularly
important throughout 2007, pre-
dicts Microsoft senior director of
Security Outreach, Kristin Johnsen,
because many of today’s most
prevalent online threats attempt to
manipulate people, rather than
exploit flaws in computers. 

“People understand the need to
protect their homes or cars in the
physical world by locking doors or
installing alarms,” Johnsen
explained. “Applying the same
measures to computer use will be
the first step to help people pro-
tect their PCs, themselves and
their families in the cyberworld.”

To combat such practices,
experts recommend taking these
steps:

• Invest 30 minutes up front.
That’s all the time it takes to set
up and monitor an Internet fire-
wall, update your security soft-
ware, and install and run anti-
virus and anti-spyware software. 

• Think first, click later. Don’t
click on e-mail attachments from
senders you don’t know or recog-
nize, and avoid entering personal
information into anything
directed to you via e-mail. 

• Stay current. Regularly visit
sites that provide the latest PC
security information, including
http://www.microsoft.com/protect
and http://www.staysafe.org.
Invest in software and services
that offer security features, such
as Microsoft’s Windows Vista
operating system, which automat-
ically maintains many recom-
mended protection features. 

Adapting To Scams Is Vital To Internet Safety

(NAPSA)—Recently, a new
study led by UCLA’s Center for
Human Nutrition showed that
berries of all kinds—such as rasp-
berries, blueberries and blackber-
ries—can help to provide your
body with the defense it needs to
protect against various forms of
cancer. The study went on to iden-
tify that berries can be an excel-
lent approach to inhibit the pro-
motion and progression of
carcinogenesis and to remove
genetically damaged cells from
the body.

Although berry sales have sky-
rocketed by up to 130 percent,
buying whole berries may not be
the only way to get your “berry-
licious” health-promoting good-
ness into your body.

A South Pacific berry called
noni has long been highly re-
garded for its health properties.
Noni juice supports your immune
system, delivers superior antioxi-
dants that help rid the body of
harmful free radicals, increases
energy and allows greater physi-
cal performance levels. Ancient
tradition and modern research
both testify to the power of noni, a
must for those concerned with
overall health and wellness. In
fact, research has shown that the
juice can promote weight loss,
lower stress and help you achieve
an overall sense of well-being.

Scientists measure the antioxi-
dant potency in foods by measur-
ing the Oxygen Radical Ab-
sorbance Capacity of the food to
create its ORAC rating. Noni juice
has a higher ORAC rating than
pomegranate, grape, raspberry,
strawberry or blackberry juice.
Power Noni from Tahiti Trader is
a powerful blend of antioxidant-

rich berry concentrates, with the
added antioxidant benefit of noni.
It is an easy, tasty, natural way to
get your berries and good health
all in one drink. Power Noni deliv-
ers a high concentration of berry
antioxidants in a delicious, ready-
to-drink juice.

The all-natural, USDA-certi-
fied, Organic Power Noni formula
contains no pesticides or fertiliz-
ers that many berries contain.
This high-ORAC antioxidant juice
contains more than 60,000 ORAC
units per bottle. Just 2 ounces of
Power Noni, a “power shot,” deliv-
ers more antioxidant protection
than the recommended daily
allowance of five servings of fruits
and vegetables or eight 8-ounce
glasses of orange juice, topping
the antioxidant value that berries
alone don’t always provide.

Power Noni is available in

The Benefits Of Berries—In A Shot Glass

A South Pacific berry called noni
supports your immune system
and delivers superior antioxidant
protection.

(NAPSA)—There are ways to
keep children safe, healthy and
living at home. Still, between 1.6
and 2.8 million American youths
run away each year. 

According to the National Run-
away Switchboard (NRS), nearly
50 percent of youth calls handled
through its 1-800-RUNAWAY cri-
sis hotline deal with family dy-
namics (divorce, remarriage, prob-
lems with siblings) and abuse
(substance, physical, sexual).

“It’s a national crisis and most
parents in this country don’t real-
ize that their own child may be at
risk,” said Maureen Blaha, execu-
tive director of NRS, the federally
designated national communica-
tion system for homeless and run-
away youths. “There are warning
signs—dropping grades, rebellious
behavior, breaking rules—and
there are several things a parent
can do to help prevent a child
from running away from home.”

The national nonprofit group
offers the following tips for parents:

• Discuss Feelings: When
parents share their feelings, chil-
dren know it is safe to share their
own. Talk about what it feels like
to be a parent. Share with your
children the things you need from
them. Encourage them to talk
about their feelings, too. 

• Create Responsibility:
Give your child choices, not
orders. Help children understand
the consequences of actions. When
punishments need to be adminis-
tered, ask what they think would
be appropriate. Make sure the
punishment fits the “crime” and it
is consistent with other actions
you have taken.

• Understand Your Child:
Sympathize with what your chil-
dren are going through. Look at
life from their point of view.

• Don’t Always Give The
Answers: Help your children find
their own answers or solutions to
their problems. You can help them
by discussing options. Play “what
if” to help them develop problem-
solving skills.

• Pay Attention: Listen when
your child is talking with you.
Don’t pretend to listen while you
are watching television, reading
the paper or using the computer.
Children know the difference.

• Administer Positive Praise:
Describe your child’s positive and
negative behaviors and how they
affect others. Be specific and give
praise to reward good behavior.
Also, acknowledge your child’s
struggle to grow and mature.

Visit www.1800RUNAWAY.org
for more information, or call 1-
800-RUNAWAY to talk with a
trained front-line team member.

Ending Runaway Crisis: Keeping Kids Safe At Home

Front-line team members help
runaway and at-risk youths and
their families through an anony-
mous and confidential national
crisis hotline.

(NAPSA)—For the more than
8.2 million small businesses in the
United States alone, developing a
comprehensive IT infrastructure is
not always a first priority given
their budget and resource con-
straints. But with the current
Internet threat landscape, small
businesses cannot afford to assume
they are a small target. In fact,
since today’s hackers are now more
focused on financial gain than noto-
riety, their current goal is to find
the path of least resistance.  

Small businesses, categorized as
having 10 to 99 employees, usually
have less of an established security
infrastructure than larger enter-
prises, making them an increas-
ingly attractive mark for unscrupu-
lous hackers. Plus, with small
businesses growing at a rate of 15
percent over the next four years,
they will continue to be a target for
online security threats. 

In addition to malicious online
attacks, system failures, natural
disasters or human errors are all
ways in which a small business
can easily lose critical and confi-
dential information. According to
the Federal Emergency Manage-
ment Agency, as many as 40 per-
cent of small businesses do not
reopen after major disasters.
Since small businesses account for
the lion’s share of the gross
domestic product, it is vital to pro-
tect these small businesses from
shutting down to maintain a sta-
ble global economy.  

“Small businesses need cost-
effective and easy-to-use IT prod-
ucts that are specifically designed
to meet their business needs while
providing the necessary protection
against online threats or data
loss,” said Erna Arnesen, vice
president, partner and industry
marketing expert at Symantec.
“Symantec provides small busi-
nesses with a logical road map for
their IT needs and includes every-
thing from protecting their sys-
tems from virus attacks to back-
ing up their data and keeping
critical applications such as e-mail
up and running.” 

With limited time and re-
sources, it can be tough for a
small-business owner to know
where to start. With the following
simple IT steps and best prac-
tices, small businesses can
improve their IT infrastructure
and protect their critical data and
confidential information: 

• Practice an in-depth defense
strategy that looks at security
from the gateway, network and all

endpoints, including mobile
devices. 

• By working with a solution
provider, small businesses can
ensure that their IT products
meet their business needs and are
compatible with current hardware
and software, since most small
businesses cannot afford to com-
pletely rip and replace their IT
infrastructure. 

• Identify products that are
affordable and easy to install and
manage if you do not have a dedi-
cated IT staff or consultant. 

• Back up data frequently to
prevent data loss from malicious
attacks, system failure, human
error or even natural disasters.

• Develop internal IT policies
now, which will condition employ-
ees, vendors and partners to
practice best measures that will
support your business as it
grows.

• Avoid high-risk areas such as
WiFi networks at airports and cof-
fee shops. If it is necessary to use
these connections, make sure you
have deployed proper security
measures to protect your desktop
from hackers taking advantage of
unsecured access points. 

• Work with IT vendors who
offer a set of solutions that help
small businesses protect against
today’s threat landscape and that
are easy to acquire, deploy and
manage.

You can learn more online at
www.symantec.com.

Small Steps For Small Businesses To Improve Their IT Infrastructure 

***
For to be free is not merely
to cast off one’s chains, but to
live in a way that respects
and enhances the freedom of
others.

—Nelson Mandela
***

***
Have the courage to be ignorant
of a great number of things, in
order to avoid the calamity of
being ignorant of everything.

—Sydney Smith
***

***
If you steal from one author, it’s
plagiarism; if you steal from
many, it’s research.

—Wilson Mizner
***

***
What you can do, or dream you
can do, begin it; boldness has
genius, power and magic in it.

—Johann Wolfgang von
Goethe

***




